It is recognized that each military service has specific requirements & internal processes. 

Listed below are suggestions in preparing exchangees & host units for successful exchange.

Please find abbreviated Country Clearance requirements below. 
It is the responsibility of the member & their unit to review the country requirements in their entirety. 
Documentation of Training may be required. (i.e. AT, SERE)
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COUNTRY CLEARANCE INFORMATION FOR ALL COUNTRIES: https://www.fcg.pentagon.mil/
Navigate to the Continent, then Country you will be visiting.

Suggestions for U.S. Units with outgoing exchange officers:

1) Generate NATO Order for their outgoing officers [natoform.doc]
2) Submit Country Clearance request through [APACS]

3) Verify Security Clearances, maintain copy for verification 

4) If applicable, submit Foreign Visit Request as described in Country Clearance requirements

Suggestions for U.S. Host Units:

1) Generate ITOs for UK or German Exchange Officers

a) UK ITOs must include Fund Cite to cover air from DC to unit & lodging (Reciprocated in UK)

b) German ITOs need not include Fund Cite
2) Establish a U.S. sponsor & maintain contact with UK/German exchangee

3) Make arrangements for airport pickup & lodging

4) Schedule UK/German exchangee to meet Unit Leadership and present country Service Briefing

Suggestions for U.S. Service Program Managers 

1) Ensure that subordinate U.S. units receive have completed: 
· Certified/Official NATO Orders for their outgoing officers
· Country clearance submissions through APACS

2) Ensure US Host Units have generated ITOs for UK or German Exchange Officers

· Invitational Travel Orders have been generated for UK/Germany
UK ITOs must include Fund Cite to cover air from DC to unit & lodging (Reciprocated in UK)

· German ITOs do not include Fund Cite
3) Consolidate unit information at request of UK/German Program Manager and/or OSD/RA request
4) Attend OSD/RA IPR during June timeframe

5) Provide updates regarding service information to OSD for ROFEP website

6) Maintain communication with service counterparts if necessary during planning of exchanges
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UNITED KINGDOM 

(Includes England, Northern Ireland, Scotland, and Wales) 
Last Modified: 02-May-11 

ABBREVIATED COUNTRY REQUIREMENTS



Please visit: https://www.fcg.pentagon.mil/docs/UK.cfm#GENERAL for complete and current information.

GENERAL ENTRY REQUIREMENTS

A. IDENTIFICATION CREDENTIALS REQUIRED FOR OFFICIAL TRAVEL 


1. US Military. 


a. Military personnel on official business do not require passports but do require military ID cards and NATO travel orders. 


b. References to the service regulations on NATO travel orders appear in the Foreign Clearance Manual: C3.2.2.2.1. Sample NATO travel orders are available at (natoform.doc). 


c. Personnel Exchange Program (PEP) personnel, US Army Foreign Area Office (FAO) personnel, and personnel attending foreign military schools in PCS status may enter the United Kingdom on military ID card and travel orders. However, if personnel are assigned to billets or positions that normally require travel during their tour of duty to a country that requires a passport, they should request a no-fee (maroon) passport immediately upon notification of assignment. DD Form 1056, Item 17 (Remarks), must contain the statement that the traveler is a PEP, FAO, or attending a foreign military school in PCS status; that the traveler will visit (list country that requires a passport) during the tour of duty; and that the traveler requires a no-fee passport. 


d. Official Passport required for military personnel assigned to the NATO HQ Allied Rapid Reaction Corps (ARRC) at Innsworth, UK. 


A. CLEARANCE REQUIREMENTS 


1. Country Clearance. 


a. Country Clearance is required. 


		

		(1) Submit all clearance requests (classified and unclassified) via the Aircraft and Personnel Automated Clearance System (APACS). See III.C.1, below, for APACS information. For visitors arriving on military aircraft, please include the following for each traveler: name, passport number, date of expiration, date of birth, and place of birth. The UK Immigration Office requires the information on each traveler, and DAO London cannot process clearances without all required visitor information when arriving on military aircraft.





		

		(2) Do not assume Country Clearance for an unclassified visit to the UK. All clearances will either be approved or denied within seven (7) days. Travelers will not receive an e-mail message if there are problems with your request, so please check the clearance to make sure it was approved and read the notes left by the approver before departing for the UK. Note that clearance requests for unclassified visits must include the statement specified in III.D.3.a.(1), below.





		

		(3) Do not assume Country Clearance if intending to participate in classified meetings or discussions with UK or other foreign nationals. (See III.A.1.c, below.)





b. USDAO London will only make hotel reservations for personnel visiting or conducting business at the US Embassy in London. All other official visitors to the United Kingdom must make their own reservations. Note that USDAO London cannot make any hotel reservations until travelers provide fiscal data (i.e., a fund cite) or credit card information. 


c. Requests for Visit (RFV). A separate clearance is required in order to transfer or discuss classified information (Confidential or above) with UK or other foreign nationals inside the UK. A Request for Visit (RFV) form must be submitted to obtain permission from the British government and to verify visitors’ security clearance information. This security clearance process is only for discussion or transfer of classified information or visiting a classified site requiring security clearance to allow entry to the meeting or facility. No RFV is required to discuss or otherwise deal with information that is unclassified, in the public domain, or unrestricted. If unsure of the level of classification, contact the UK host to clarify. 


		

		(1) Note that USDAO London facilitates the RFV process but does not originate or manage RFV policy. The International Visits Control Office (IVCO), an entity of the UK Ministry of Defense (MOD), ultimately approves or denies RFVs, and the following rules and guidelines are given to ensure that RFVs meet standards set forth by that office. Failure to meet all requirements will result in RFV rejection.





		

		(2) Submit the Request for Visit (RFV) form as an e-mail attachment to USDAO London (DAOVisits@state.gov) at least 30 days prior to the intended visit. Provide USDAO London a single point of contact for subsequent communication regarding the request. If the request requires a Letter of Justification (see below), obtain it before submitting the RFV, and submit both documents in the same e-mail. When emailing the RFV form to USDAO, please provide the APACS ID number of the visitor’s APACS Country Clearance request in the body of the e-mail. USDAO will not process any RFV request without verifying that the visitor has submitted a country clearance request through APACS. Links to the RFV form, a how-to guide, and the Letter of Justification format are provided below. 


(a) If the RFV does not meet the 30-day lead-time requirement, it is considered an emergency request, and the requestor's UK sponsor must provide IVCO with a letter of justification stating why the visit is necessary and why the request is late. See the attached format for the Letter of Justification (letter_of_justification.doc). An invitation letter will not suffice. E-mail the justification, together with the RFV, to DAOVisits@state.gov. Emergency requests can only be for up to 30 days.

(b) Note that emergency requests must still allow five (5) working days before the date of the visit, non-inclusive (i.e., does not include weekends, holidays, day RFV received, or day of visit). Failure to meet the five-working-day lead time requirement will result in automatic rejection. IVCO affords no leeway for this requirement.







		

		(3) Contractors must submit RFVs through the US Defense Industrial Security Clearance Office (DISCO), not USDAO London. DISCO can be reached at commercial phone 1-614-827-1650 or commercial fax 1-614-827-1651.





		

		(4) To fill out and submit the RFV form: 


(a) Open the RFV form (rfv-form.doc), a Word document. IVCO will only accept RFVs in Word format. Do not attempt to put any actual signatures in the signature blocks and then scan or fax the RFV. Instead, just enter the phrase //ORIGINAL SIGNED// in both block # 10 and block # 11, and e-mail the document in Word format to USDAO London.

(b) Open and refer to the instructions for filling out the RFV form (rfv-how-to.doc). Note that RFVs must be unclassified.

(c) Fill in all required information accurately and completely. Since this is an official document going to the British Government, make it neat, and use Arial font. Leave block #1 and block #12 blank.

(d) Block #9 must list for each visitor a passport number and a US military grade (e.g., E-7, O-6), DoD civilian pay grade (e.g., GS-14, SES-1), or other US military or DoD civilian classification. RFVs lacking this information will be rejected.

(e) Give the full UK postal address of the facility to be visited, and full, current contact details of the traveler's POC. The UK MOD will deny a visit to any location not specified precisely.

(f) Put all visitors on one request if they are going on the same visit.

(g) Amend an existing request by adding more people or extending the departure date. Submit the additions and changes on a new RFV as above. Check “Amendment” at the top, and reference the original RFV number (e.g., 001-09) in block 1. Note that amendments cannot be used to add sites or change the starting date of a request. If it is necessary to add a site or change a starting date, a new request must be made.

(h) Confirm the anticipated classification level of the visit with the UK host prior to arrival. RFVs cannot be upgraded. If the RFV is submitted and it is discovered that any part of the discussion during the visit must involve a higher level of classification than it stated, submit a new RFV form. If a classification level is stated on the request, such as SECRET, the submitter will be cleared only for SECRET meetings. If the traveler later finds out that the meetings will be TOP SECRET, submit a new request.

(i) Visitors are encouraged to submit blanket requests when possible. Blanket requests can be made for up to one (1) year if the request meets the 30-day lead-time. Choose “Recurring” at the top of the RFV form when making this type of request.

(j) USDAO London will e-mail a confirmation that the request has been forwarded to IVCO for approval and assign the request a RFV number. All requests will be acknowledged, so if a response is not received from USDAO about the initial request within seven (7) days, e-mail DAOVisits@state.gov. Upon IVCO approval or rejection, USDAO London will provide e-mail notification of the IVCO approval number or else a reason for rejection.

(k) Direct questions regarding the RFV process to DAOVisits@state.gov.







d. International Conferences. 


		

		(1) DoD and DoD-sponsored travelers entering the country exclusively to attend an international conference require Country Clearance.





		

		(2) Do not assume clearance. Please check the clearance to make sure it was approved and read the notes left by the approver before departing for the UK.





1. Mandatory Training and Documentation: Prior to requesting Theater Clearance, DoD and DoD-sponsored travelers must complete the following training and documentation. 


a. Anti-Terrorism (AT) training. 


		

		(1) Complete Level 1 AT training compliant with DODI 2000.16 prior to requesting Theater Clearance, and state in the “Theater Specific Information” field under “Country Information” on the “Itinerary” tab that the training has been completed.





		

		(2) DoD and DoD-sponsored personnel who cannot receive Level 1 AT training from a certified trainer may receive it on line at https://atlevel1.dtic.mil/at/. After logon, use a self-generated user ID and password to proceed. At the end of the process, save or print a copy of the completion certificate as proof of having completed Level 1 AT training.





		

		(3) Ensure that travel orders also certify completion of Level 1 AT training.





b. Statement of Force Protection (FP) responsibility. 


		

		(1) State in paragraph 8 of the Travel Clearance Request (or, if using APACS, in the “Theater Specific Information” field under “Country Information” on the “Itinerary” tab) whether the Chief of Mission (US Ambassador) or Commander (CDR) USEUCOM has FP responsibility. If CDR USEUCOM has FP responsibility, also specify the component command that will exercise this responsibility.





		

		(2) Ensure that travel orders also indicate FP responsibility.





		

		(3) For memorandums of agreement (MOAs) between CDRUSEUCOM and chiefs of mission and accompanying matrices on the SIPRnet click https://portal.eucom.smil.mil/organizations/epoc/atd/default.aspx. On the right side, under "Key Links", click "CDRUSEUCOM-COM's MOA's". Senior Defense Officials/Defense Attachés (SDOs/DATTs) or USDAOs in countries to be visited may assist in coordinating FP responsibility.





c. Personnel Recovery (PR) training and documentation. 


		

		(1) All personnel traveling in the USEUCOM area of responsibility (AOR) must have completed fundamental (or higher) or continuation Survival, Evasion, Resistance, and Escape (SERE) Level A training (per the JPRA, Joint SERE Training Standards, 5 November 2010) within 24 months prior to entering the USEUCOM AOR. SERE 100.1 computer-based training satisfies the Level A requirement and as continuation training. This unclassified training can be found on the Joint Knowledge Online (JKO) page http://jko.jfcom.mil under the “Take Courses” tab, course number “J3T A-US022”. Completion of the previous CBT version “SERE 100” will satisfy this requirement until 1 November 2012. This 24 month training requirement applies regardless of previous code of conduct training. In addition, travelers must complete all Services related training and requirements.





		

		(2) Travelers who will be placed at an elevated risk of becoming isolated must have an Isolated Personnel Report (ISOPREP) on file prior to entering the theater. The level of risk will be determined at the unit level by the commander or a civilian equivalent. Both mission and threat should be considered when making this determination. 


(a) ISOPREPS must be completed in the Personnel Recovery Mission Software (PRMS) web-based application. PRMS can be found only on the SIPRNet at https://prmsglobal.prms.af.smil.mil/ (for Special Forces, use the following site: https://prmsglobal.prms.af.smil.mil/prmssof215/). Once completed in PRMS, ISOPREPS should be exported and saved as a word document and that copy retained at the unit level.

(b) If unable to access SIPRNET, complete/submit the ISOPREP via the Army Knowledge On-Line (AKO) PRO-File tool located on the NIPRNET at https://www.us.army.mil or https://medinah.sed.monmouth.army.mil/PRO-File. For DoD and DoD sponsored travelers that do not have a CAC card, they can create an ARMY Knowledge Online account by accessing the following link: http://help.dr1.us.army.mil/cgi-bin/akohd.cfg/php/enduser/std_adp.php?p_faqid=76&p_sid=RIQz6SYj&p_lva=93.

(c) Army Travelers: Pre OCONUS Travel File (Pro-File) is required for all Army service members, Department of the Army (DA) civilians and DA sponsored contractors traveling into or within the EUCOM AOR. Pro-File can be completed on Army Knowledge on Line (AKO). Link to Pro-File: https://medinah.sed.monmouth.army.mil/pro-file. Click on "survey". An AKO account is required to access the Pro-File site on NIPR and travelers must upload pictures to complete: One full face front and one right or left side profile head and shoulders picture. Pro-File meets the ISOPREP requirement.

(d) The PRMS helpdesk is available at commercial 586-239-3701 (DSN 312-273-3701) for difficulty filling out the electronic ISOPREP form. DO NOT mail hard copy ISOPREPS. The only approved method of filing the ISOPREP is on the PRMS or on the AKO PRO-File web tool.







		

		(3) Questions pertaining to Personnel Recovery training can be sent to JPRCC@eucom.milor JPRCC_Group@eucom.smil.mil.





B. LEAD-TIME FOR PROCESSING PERSONNEL CLEARANCE REQUESTS 


1. Northern Ireland Special Area Clearance: 30 days. 


2. Country Clearance: Ten (10) days. 


3. Request for Visit (when transferring or discussing classified information): 35 days. 


C. ADDRESSES FOR PERSONNEL CLEARANCE REQUESTS 

1. APACS (the Aircraft and Personnel Automated Clearance System) is now mandatory for all Personnel Clearance requests. Log onto the website at https://apacs.dtic.mil to create an account, and then create and submit a clearance request. Training materials, documentation, and contact information are available on the website. 


a. APACS requests are routed to the appropriate DoD approving official assigned to the US Embassy or other designated US organization located in the foreign country. The approver's organization receiving the APACS request appears at the bottom of the APACS request when it is submitted. 


b. Note that sensitive and classified requests must be submitted via the classified version of APACS, found at https://apacs.dtic.smil.mil/apacs. 


c. If the clearance requestor needs to send a copy of the original APACS request to additional organizations outside the required APACS approvers, they may do so by exporting the request to a file and saving it as plain text or html format. The request then may be sent to the additional organizations not listed in the DoD Foreign Clearance Guide. Please note that the APACS request may contain Privacy Act information and should be handled accordingly. 


2. The following is a list of clearance request recipients, with clearance approvers listed under Action: (Note that some of the Info recipients shown may no longer choose to receive Info copies of clearance requests.) 



Action: 


USEUCOM VAIHINGEN GE  


USDAO LONDON UK//OPNSNCO//  (for Country Clearance) 


22SOPS SCHRIEVER AFB CO//MAO//  (for visits to OL/AE, 22 SOPS only)


SECDEF WASHINGTON DC//USDP SPECIAL AREA CLEAR//  (for visits to Northern Ireland only)


Info: 


USDAO LONDON UK//OPNSNCO//  (for Theater Clearance)


ODC LONDON UK  (for defense cooperative research, development, acquisition, and related business activities)


Additional info for USN: 


NAVSEA DET BRISTOL UK  (For NAVSEASYSCOM HQ and NAVSEASYSCOM Field Activities)


D. CONTENT OF PERSONNEL CLEARANCE REQUEST 


1. Prepare and submit the clearance request automatically with APACS at https://apacs.dtic.mil. Details at III.C.1, above. 


2. Information required in the “Theater Required Information” field on the “Itinerary” tab in APACS. 


a. State that the travelers have completed all the AT training specified for them in III.A.6.a, above. 


b. State whether the chief of mission or CDR USEUCOM has FP responsibility for the travelers, and if CDR USEUCOM, which component command will exercise that responsibility. Refer to III.A.6.b.(3), above, for determination of FP responsibility. 


3. Information required in the “Country Required Information” field on the “Itinerary” tab in APACS. 


a. State one of the following: 


		

		(1) If RFV form not used: “Country Clearance will not be assumed.” (USDAO will reply to the request on APACS.)





		

		(2) If RFV form used: ”Country Clearance will not be assumed.”





4. If personal information is required (e.g., Social Security number, birthplace), include the marking "Personal Data - Privacy Act of 1974." 
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GERMANY


Last Modified: 25-Apr-11


ABBREVIATED COUNTRY REQUIREMENTS


Please visit    https://www.fcg.pentagon.mil/docs/GM.cfm#PERSONNEL 

for complete information:


GENERAL ENTRY REQUIREMENTS


A. IDENTIFICATION CREDENTIALS REQUIRED FOR OFFICIAL TRAVEL 


1. US Military. 


a. Military personnel on official business do not require passports but do require military ID card and NATO or service travel orders. References to the service regulations on NATO travel orders appear in the Foreign Clearance Manual: C3.2.2.2.1. Sample NATO travel orders are available at (natoform.doc). 


b. Military personnel assigned to positions or units with missions that may require deployment to other countries that do require passports should bring a passport to Germany. 


c. Official passport required for military personnel assigned to Africa Command, NATO AWACS E-3C Component, Geilenkirchen NATO Air Base, and NATO Rapid Deployable Corps (NRDC) Muenster. Military personnel assigned to a NATO unit other than the NRDC Muenster but tagged to a NATO Response Force (NRF) position must procure their passport upon arrival in theater. 


d. Military personnel who already possess a passport (official or tourist) should carry that passport with them for travel beyond Germany on duty or leave. 


PERSONNEL ENTRANCE REQUIREMENTS FOR OFFICIAL TRAVEL 


A. CLEARANCE REQUIREMENTS 


1. Country Clearance requirements for US military, DoD personnel, and DoD-sponsored personnel. 


a. Country Clearance required for: 


		

		(1) Visits to DAO Berlin (including the Bonn Office), DASSO Frankfurt.





		

		(2) Visits to US Embassy Berlin, US Consulates, and Department of State constituent posts (Hamburg, Düsseldorf, Frankfurt, Munich, Leipzig, and Bonn).





		

		(3) Visits to German military facilities.





		

		(4) Visits to private industry/facilities where classified information will be discussed.





b. Country Clearance not required for: 


		

		(1) Visits to US military facilities (except for DAO Berlin (including the Bonn Office), DASSO Frankfurt, US Embassy Berlin, US Consulates, and Department of State constituent posts). 





		

		(2) Visits to private industry/facilities where classified information will not be discussed.





		

		(3) Attending a NATO-sponsored meeting, unless it fits the criteria listed in III.A.1.a, above.





		

		(4) DoD and DoD-sponsored travelers entering the country exclusively to attend an international conference.





c. If Country Clearance is required. 


		

		(1) Submit all clearance requests (classified and unclassified) via the Aircraft and Personnel Automated Clearance System (APACS). See III.C.1, below, for APACS information.





		

		(2) Also complete and submit separately to USDAO Berlin the attached clearance request form (germany_form.doc). E-mail RFV form to usdaoberlin@state.gov or fax to 011-49-30-8305-2065 (Unclassified) or 011-49-30-8305-2256 (Classified).





d. Blanket Country Clearances, available for up to 12 months, are recommended for repeated short-notice visits to specific facilities. Travelers who have a blanket country clearance will still need to submit an advance notification 14 days prior to travel using APACS. 


LEAD-TIME FOR PROCESSING PERSONNEL CLEARANCE REQUESTS 


1. 30 days. 


C. ADDRESSES FOR PERSONNEL CLEARANCE REQUESTS 

1. APACS (the Aircraft and Personnel Automated Clearance System) is now mandatory for all Personnel Clearance requests. Log onto the website at https://apacs.dtic.mil to create an account, and then create and submit a clearance request. Training materials, documentation, and contact information are available on the website. 


a. APACS requests are routed to the appropriate DoD approving official assigned to the US Embassy or other designated US organization located in the foreign country. The approver's organization receiving the APACS request appears at the bottom of the APACS request when it is submitted. 


b. Note that sensitive and classified requests must be submitted via the classified version of APACS, found at https://apacs.dtic.smil.mil/apacs. 


c. If the clearance requestor needs to send a copy of the original APACS request to additional organizations outside the required APACS approvers, they may do so by exporting the request to a file and saving it as plain text or html format. The request then may be sent to the additional organizations not listed in the DoD Foreign Clearance Guide. Please note that the APACS request may contain Privacy Act information and should be handled accordingly. 


2. The following is a list of clearance request recipients, with clearance approvers listed under Action: (Note that some of the Info recipients shown may no longer choose to receive Info copies of clearance requests.) 



Action: 


USEUCOM VAIHINGEN GE  


USDAO BERLIN GE  


AMEMBASSY BERLIN//CGUSAREUR/7ALNO/AEAGX-LNO-BE//  (for clearance for third-country personnel)


DASSO FRANKFURT GE  (For visits to/through DASSO Frankfurt only)


USEUCOM VAIHINGEN GE//J1//  (for visits to HQ EUCOM)


AMEMBASSY BERLIN//ODC//  


Info: 
Additional info for USAF: 


HQ USAF WASHINGTON DC//A5XP//  


D. CONTENT OF PERSONNEL CLEARANCE REQUEST 


1. Prepare and submit the clearance request automatically with APACS at https://apacs.dtic.mil. Details at III.C.1, above. 


2. If Country Clearance is required, also complete and submit separately to USDAO Berlin the attached clearance request form (germany_form.doc). 


3. Information required in the “Theater Required Information” field on the “Itinerary” tab in APACS. 


a. State that the travelers have completed all the AT training specified for them in III.A.7.a, above. 


b. State whether the chief of mission or CDR USEUCOM has FP responsibility for the travelers, and if CDR USEUCOM, which component command will exercise that responsibility. Refer to III.A.7.b.(3), above, for determination of FP responsibility. 


4. Information required in the “Country Required Information” field on the “Itinerary” tab in APACS. 


a. Full name and rank/grade (i.e., GS-13, etc),and branch of service. 


b. Passport number (preferred) or last four digits of Social Security number. 


c. Date of birth. 


d. Place of birth (i.e., state and country). 


e. Full address (to include ZIP code and acronym, if applicable). 


5. If personal information is required (e.g., Social Security number, birthplace), include the marking "Personal Data-Privacy Act of 1974." 



